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Securing the future: The 4 essential cybersecurity principles for the automotive industry

Dr. Frederic Stumpf
Head of Cybersecurity Solutions

ETAS GmbH

– MSc. & PhD in Computer Science with 

hons.

– Author or Co-author of >30 publications 

around Cybersecurity

– Joined ETAS in 2013

– Worked at Cybersecurity research institutes 

(TU Darmstadt, TU Munich, Fraunhofer) 

and automotive industry (Bosch & ETAS)

Dr. Jan Holle
Head of Offboard Security

ETAS GmbH

– Diploma in Computer Science and 

PhD in Electrical Engineering

– Passionate about Cybersecurity and 

in particular protecting mobility

– Joined ETAS in 2013

– Worked as a security researcher at 

the University of Siegen

Carina Böttcher
Head of Professional Security 

Services

ETAS GmbH

– MSc. in IT-Security

– Joined ETAS in 2010

– With a strong background in technical 

sales, passionate about right-sized 

security solutions for the industry
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Enhanced Security 



The 4 Cybersecurity 

Principles 



Principle #1: 

Security by Design 



Principle #2: 

Defense in Depth



Principle #3: 

Risk management and 

Monitoring 



Principle #4: 

Organizational 

Security Management 



Q&A



Coming up webinars in this series:

Navigating the regulatory jungle: 

Latest insights in automotive 

cybersecurity compliance

Register now:

    February 05th, 04-05 PM CET

    February 06th, 10-11 AM CET

https://www.etas.com/en/support/webinars-navigating-the-regulatory-jungle-latest-insights-in-automotive-cybersecurity-compliance.php
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Contact

Christian Schleiffer
Sales Director

Contact

Visit our website

www.etas.com/we-secure-the-future

Or follow us

on social media

https://gtmep.bosch.tech/content/?f=s9uDl&ft=
http://www.etas.com/we-secure-the-future
https://www.linkedin.com/company/etas/


Thank you!
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